


• Intuitive GUI

• Nahtlose SIEM/SOAR 

Integration

• Leistungsstarke 

REST -API

Visualisierung & Reaktion      Data Lake & Detektion

• Trainierte Modelle, 

Verhaltensanalyse, 

benutzerdefinierte 

Regeln (Sigma -

basiert)

• Open Source 

Data Lake

• Streambasierte

Standardisierung 

und Formatierung 

von Logdaten

• Anonymisierung &  

Verschlüsselung 

sensibler Daten

Log - SammlungLog - Quellen

• Logdaten aus 

verschiedenen 

Quellen: SaaS,  IAM, 

APIs, OT - und Auth -

Systeme, jegliche 

Applikationen und 

mehr.

User Apps IT Infra APIs

• Alle Identitäten

• Auch kunden -

spezifische 

Anwendungen

• Zuverlässig auch 

bei grossen 

Datenmengen

• Privacy -by-Design

• Flexible Use -Cases

• Sicherstellung von 

Datenschutz und 

-hoheit

• Echtzeit -Alarme mit 

Reaktionsauslösung

• Einfache Integration 

& Automation

Insider - Bedrohungen

19 Milliarden kompromittierte Passwörter 

waren Mitte 2025 online verfügbar. 
Quelle: Forbes

Kompromittierte Konten

84% der Organisationen erlebten im 2024 

API -Sicherheitsvorfälle. 
Quelle: Akamai API Security Impact Study 2024

Anwendungs - und API - Missbrauch

Fehlverhalten von KI - Systemen

97% der KI -Sicherheitsvorfälle entstehen durch 

mangelnde Zugriffskontrollen.
Quelle: IMB CDBR 2025

260 Tage dauert es durchschnittlich, bis ein 

Insider Threat entdeckt und beseitigt wird. 
Quelle: IBM CDBR 2025
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